Abstract: Memory safety is a concept of protecting the memory and data of programs. Because memory safety is closely related to the integrity of the data, it is paramount for developing safe and secure software. Memory safety errors can occur when an unallocated region of memory is accessed or when memory is accessed using methods that cause undefined behaviors. In this lecture, we will discuss about the various causes and consequences of memory safety error as well as techniques to prevent them. We will then focus on a particular class of memory safety known as buffer overflow error and its implication in data integrity.

This lecture is designed for students who have some experiences in programming in C language. In particular, knowledge in the interactions between pointers, arrays, and dynamic allocation of memory is paramount for the lecture. Understanding the basics of stack and heap memory region is recommended, and usually taught in previous lectures.
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